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Fact Sheet — Nothing happens when trying to Print a
report from ChilliDB - OR - a warning about Active X is
shown

Introduction

This Fact Sheet assists in configuring your web browser to use the Business Objects Report
Viewer’s Print functions.

The issue is tracked the Business Objects Website (http://businessobjects.com.au) through
KBase Article 1D:c2016938 and KBase Article 1D:3932570 and applies to version XI as well.

This problem often occurs when you access your ChilliDB via an internet address. For the Print
to work properly, in Microsoft Internet Explorer, you need to adjust your browsers’ security
settings to accommodate Active X controls.

Active X controls are often disabled by default for pages which classified as being in the ‘Internet’
‘Security Zone’

The following steps will detail how to add the location (web address) for ChilliDB as a trusted
site, which should allow Active X controls provided by the ChilliDB Reports viewer.

When viewing a web page, you can see what ‘Security Zone’ that page belongs to in the bottom
right hand corner of the web browser’s window, along its status bar.

-

| (T [ @ mtemet .

Figure 1: Internet Security Zone

When attempting to print reports from ChilliDB, you may also see alert messages like this:

2%

jhttpzffdis. opde |4 Intemet
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Microsoft Internet Explorer x|

'E Your currenk security settings prohibit running ActiveX controls on this page. As a result, the page may not display

comecthy,
> |

Figure 2: Example alert about Active X controls

In some cases, the following Security Warning dialog window appears to ask confirmation to
install an Active X component from Business Objects. This Active X component will be required by
the ChilliDB Report viewer to run the printing feature properly.

Security Warning E |

Do wou want to ingtall and run 'Crystal Beport Print
Control'! signed on 8/03/2005 3:42 P and digtributed by;

Buszinezs Objects Americas

Publizher authenticity verified by YerniSign Clazz 3 Code
Signing 2004 Ca,

Caution; Buginesz Objects Amencas azszerts that this
cantent iz 2afe. You shauld anly inztallfview this content if
youl truzt Business Objects Americas to make that
azzertion.

@Iways trugt content from Buzineszs Objects Amenicaz

Tes Mo Maore Info

Figure 3: Example alert about Active X controls download confirmation

If you saw the last window showing up on your screen, you should make sure to tick the “Always
trust content from Business Objects Americas” and then click “Yes” button. This will download
Active X component required by the ChilliDB Report Viewer to be able to print properly. Once you
have installed the Active X component into your computer, the print should be working straight
away.

If the Security Warning dialog window does not appear on your screen, please follow the
following steps to change your browser to show this prompt.
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Steps to Change the Security Zone
The following assumes you are using Microsoft Internet Explorer 6.n

1. Open your web browser, and navigate to the login page for ChilliDB. If you are logged into
ChilliDB, log out and you should see the login page.

a Login - Microsoft Internet Explorer
File Edit W“iew Favorites Tools Help | #
0 Back - {) - E @ .(b | ,O Search *Favorites ﬂ‘ Media @ | [{jv & %

Address I http: fexample .com| Chili DB/ CORE ! Svstenlogin, aspx

welcome — cleare (ogIN

Usermname: I
Password: I

B

’_ ’_ ’_|0 Trusted sites

|@ Dione

2. Copy or write down the base URL/Address from the address bar. The address bar will most
likely look similar to this http://example.com/ChilliDB/CORE/System/login.aspx or
https://example.com/ChilliDB/CORE/System/login.aspx. The base URL/Address in the above
examples would be http://example.com/ChilliDB/ or https://example.com/ChilliDB/
respectively. Be sure you are on the ChilliDB login panel.

a Login - Microsoft Internet Explorer

File Edit Yiew Favorites Tools Help

| - search - Favorites o Media %) | [gj' & =

welcome = cleare lOgIN
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3. In the Tools menu select “Internet Options...” (Should be the last item) to bring up the
“Internet Options” window.

General  Security |F'rivac:y| Contentl Ennnectinnsl F'rngramsl .f-‘«dvanc:edl
Select a‘Web content zone to specify its security settings.

< 0 @

Internet Localintranet  Trusted sites Restricted
sites

Internet
Thiz zane cantaing all Web sites you Slias |
hawen't placed in other zones —

 Security Jevel for thiz zone
Move the zlider to set the securnity level for thiz zone.
-__I- High
- The zafest way ta browsze, but alzo the least functional

- Less secure features are digabled
- Appropriate for gites that might have harmiul content

Default Level |

oK I Cancel | Spply I

4. Select the “Security” tab from the top (Should be the second tab from the left).

T 1

General §

rivau:_l,ll Eu:untentl Eu:-nneu:tiu:unsl F'ru:ugramsl .ﬁ.dvancedl

5. Under the heading “Select a Web content zone to specify it's security settings.”, select the
“Trusted sites” icon (Green circle with white tick).

< @

[nternet Local intranet Restricted
zites

6. Half way down on the right hand side of the window, select the button labelled “Sites”
Trusted zites

Thiz zone containg 'Web sites that pou '
trugt niot to damage vour computer ar

data.
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7. In the “Add this web site to the zone:” text box, paste or type in the base URL from Step 2.

8. If your base URL/Address starts with “http://” make sure (un-tick if necessary) that the

“Require server verification (https :) for all sites in this zone” check box, at the bottom of the
window, is un-ticked.

Trusted sites EHE

‘ou can add and remove Web sites From this zone, All Web sites
in this zone will use the zone's security settings,

Ore;

hittp:  fexample. com|

Web sites:

=

REemaove

httpsf* windowsupdate ., microsoft, com

http:/foca. microsoft,com

https:ffaca. microsaft, com

http:/ fwindowsupdate. microsoft, canm

htto; ffordownloads, sourceforae, net LI

equire server verification (https:) for all sikes in this 2one

Close |

9. Click the “Add” button on the right, and then close the Trusted sites dialog window
10. On the Internet Options dialog window, click on “Custom Level...” button.
General  Security | F'rivau:_l,ll Contentl Eonnectinnsl F'n:ugramsl Advancedl
Select aWeb content zone to specify itz zecunity setings.
s O @
Internet Localintramet  Trusted sites Resticted
sikes

Trusted sites

Thiz zone contains Web sitez that you Sites, |
truzt mok ko damage your computer or =

data.

 Security level far thiz zane

Custom

Cuztom settings.
- To change the settings, click Custom Level
- To uge the recommended settingz, click Defaul Lewel.

Default Lewvel |

] Cancel | Sl |
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11. On the Security Settings dialog window, set the following components to Prompt option:

Security Sekttings ﬂ Security Settings ﬂ
Setkings: Setkings:
% Run components not signed with Authenticode ;I @ Download unsigned Actives controls ﬂ
O Disable J (O Disable
O Enable () Enable
P & Frompt P & Prompt
% Run cormponents signed with Authenticode @ Initialize and script ActiveX contrals ok marked as safe
O Disable Q) Disable
{3 Enablz ) Enable
B & Prompt P (& Prompt
@ Actived controls and plug-ins @ Run ActiveX controls and plug-ins
@ Download signed Activer controls ) Administrator approved
O Disable (O Disable
O Enable (O Enable
B (& Prompt > & Frompt
[ Prmiiimde i amcicmnd 8 kit bl T [FH Cmvimb Ak imt cmmbenle o malemd = =Fm fme mrvimdine x
4| T 3 1| 1 3
—Resek custom settings ~Resek custom settings
Reset ko: IMedium j Reset | Reset ba: IMedium j Reset |
oK I Canicel | Ok I Cancel |

Security Settings ﬂ

Setkings:

@ Script Actives conkrols marked safe For scripting ;I
) Disatble
O Enable
P & Prompt
[#% Downloads J
[=5% File downlaad
) Disatlz
{8} Enable
@ Fort download
) Disatle
{® Enable
O Prompt
&] Miscellaneous

. I e T D [ R, A.im.h:..\- _}ILI

—Resel custom settings

Reset to! IMedium j Reset |
0ok I Canicel |

12. Click the “Ok” button to save and close the Security Settings dialog window.
13. Click the “Ok” button to save and close the Internet Options dialog window.

14. Go back to ChilliDB and try to print the report again. You may need to close down all copies
of your web browser and re-open a new window.

15. You should now see the following Security Warning dialog appear (it may take 10 seconds or
so to come up).
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Security Warning E |

Do wou want to ingtall and run ' 'Crystal Beport Print
Control'" zigned on 8/03/2005 3:42 Ph and distributed by;

Buzinezs Objects Americas

Publizher authenticity verfied by YenSign Clazs 3 Code
Signing 2004 Ca,

Caution; Buginesz Objects Amencas azserts that this
caontent iz zafe. You should anly inztallview this content if
youl truzt Business Objects Americas to make that
azzertion.

®élwa_l,ls trust content from Buziness Objects Amenicaz

‘ez | Mo b are [nfo

You need to make sure (tick if necessary) that the “Always trust content from Business
Objects Americas” check box, at the bottom of the window, is ticked. This will make sure that
future ActiveX components required by Crystal Report components will be downloaded
automatically. Then click “Yes” button.

16. Printing reports should now work from within ChilliDB. If this does not work, you may need
to close down all copies of your web browser and re-open a new window and try again. If
the problem persists, please contact your systems administrator and have them review your
pc’s ActiveX settings.
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